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A collection of authoritative precedents from your most trusted 
source is available on http://www.lexisnexis.com/store/precedents. 

 
 
This precedent is also available via subscription to the LexisNexis product the Australian 
Encyclopaedia of Forms and Precedents. 
 
This document is provided to you pursuant to our Terms & Conditions available on the LexisNexis 
website. You agree to use the document and its contents in accordance with those terms for the 
limited purpose of research, giving professional advice to clients, assistance in drafting of 
agreements, submissions, reports and other like documents in the ordinary course of your 
business. You agree not to distribute, display, on-sell or transmit this document for any purpose 
except as permitted above. 
 
The document is prepared by the author and is not intended to and does not constitute legal advice 
whatsoever. Neither LexisNexis nor the author warrants that this document is fit for any specific 
purpose or is free of any, errors, omissions or defects. You should satisfy yourself that it is 
appropriate for your own intended use. Neither LexisNexis nor the author accept any liability, loss 
or damages resulting from or connected with the use of the document. 
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Acceptable IT use policy 
 

1. Email 
All email is the property of the Company and may be monitored and audited by appropriately 
authorised Company personnel. All existing Company policies apply to email usage, especially 
(but not exclusively) those that relate to [insert, eg intellectual property protection, privacy, 
misuse of company resources, harassment, discrimination, bullying and victimisation, 
information and data security and confidentiality]. 

Email content must not be detrimental to, nor adversely affect, the reputation or operations of 
the Company, its employees or customers. Employees are responsible and accountable for 
their use of email, and for the format and content of messages sent by them. 

At times you may receive emails which you have not solicited or encouraged and which breach 
Company email standards. Such emails must not be forwarded. They must be deleted, and 
reasonable steps must be taken to prevent a re-occurrence. 

2. Internet 
As a business tool, the internet represents a considerable commitment of telecommunications, 
networking, software and storage facilities. It therefore needs to be used primarily for business 
purposes. Unnecessary or unauthorised internet usage can severely compromise the Company, 
so the Company reserves the right to monitor and record internet usage and web browsing 
activity of all of its employees while at work. 

All existing Company policies also apply to internet usage, especially, (but not exclusively) 
those that relate to [insert, eg intellectual property protection, privacy, misuse of company 
resources, harassment, discrimination, bullying and victimisation, information and data security 
and confidentiality].  

Internet activity must not be detrimental to, nor adversely affect, the reputation and operations 
of the Company, its employees or customers. 

3. Prohibited email and internet activity 
Employees are not to use, or allow others to use, the Company internet services for any of the 
following: 

• harassment of any group or individual;  

• accessing, downloading or distributing any pornographic or other offensive material;  

• trafficking in confidential customer or client information;  

• broadcasting emails of a defamatory nature;  

• hacking or entering into any email communications that may be deemed unlawful; 

• propagation of SPAM (unsolicited bulk email); 

• distribution of material that is defamatory, abusive, menacing, threatening, harassing or 
illegal under legislation where transmissions are sent from, viewed or received; 

• transmission of unsolicited mail, advertising material or any other material which is offensive 
or indecent or otherwise contrary to law or relevant Company policies; 

• unauthorised copy or distribution of material such as copyrighted works or confidential 
information; 

• commission of a crime, activity in the course of commission of a crime or for unlawful 
purpose; 

• activities carried out in a manner which could expose the Company, or any entity with which 
it conducts business, to loss or liability; 

• actions that may damage the network or systems or cause impairment of their quality and 
integrity; and 
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• activity that does not comply with the Company's operating procedures, policies or 
behavioural standards. 

 

Any employee found to have breached this policy in any way shall be subject to disciplinary 
action, which may include termination of employment. 

 

If you have any questions, please contact [insert name and position]. 
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